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To facilitate the sharing of criminal justice information in a device and presentation independent manner, the Department of Criminal Justice Information Services (DCJIS) has developed the CJIS Broker.  The CJIS Broker is an XML transaction exchange framework for exchanging criminal justice information via XML and web services.  As outlined in the CJIS Broker Overview Document, any agency who interacts with the CJIS Broker in any capacity, including as a requestor or responder, must implement a SOAP Enabled CJIS End Point Web Service.  This will allow the Broker to communicate with that agency.

The information collected here will be used to authenticate and authorize transactions sent to and received from the CJIS Broker.  If this information is not accurately provided transactions sent to the CJIS Broker will be rejected.  See the CJIS Broker Overview Document for additional information.
	Instructions

	To support the CJIS Broker Architecture, DCJIS needs information about each CJIS Client Web Service IP Address, ORI, and CJIS End Point Web Service URL that your organization will utilize to send requests and/or receive responses from the CJIS Broker.
The CJIS Client Web Service IP Address is understood as a server submitting the request to CJIS Broker, rather than the private IP Address of a specific mobile client. This IP Address will usually begin with 170.154.xxx.xxx.
The CJIS End Point Web Service URL should be the complete path to access the web service (e.g. http://170.154.xxx.xxx/CJISService).  Note that the IP Address specified in the URL will also be a CJIS IP Address and not a private IP Address of the client. 

If your organization has multiple CJIS Client Web Service IP Addresses, ORIs, or CJIS End Point Web Service URLs, please complete a new row in the table for each possible combination.  For example, if your department can use multiple ORI’s for sending requests from IP Address 170.154.xxx.xxx, that will have their responses returned to the same CJIS End Point Web Service Endpoint URL, please provide each ORI below for 170.154.xxx.xxx.

	· Department Name:   The name of the Department/Agency utilizing the data provided from the CJIS Broker.
· CJIS Broker Service Provider:   The name of the Organization/Vendor providing the CJIS Broker service to the Department/Agency.
· Environment Type:   Indicates if this information is for a production or test environment.
· Submitted By, Date, Phone, E-mail:   The name of the person who submitted this form to DCJIS along with their contact information which will be used by DCJIS if there are any problems with the information provided in this form.
· CJIS Client Web Service IP Address:   The CJIS assigned IP Address (170.154.xxx.xxx) of the server that will send requests to the CJIS Broker.
· ORI:   The ORI that is associated with a Department and also provided for each request sent to the CJIS Broker.
· CJIS End Point Web Service URL:   The complete path to the CJIS End Point Web Service that will receive the response to a request that specifies this end point as the destination for its responses.


	Department Name: 

	CJIS Broker Service Provider: 

	Environment Type [Production/Test]:

	

	Submitted By: 
	Date: 

	Phone: 
	E-mail: 


	CJIS Broker Transaction Information

	All fields are required for each entry. Each entry must be unique. First row is an example.

	CJIS Client Web Service
IP Address
	ORI
	CJIS End Point Web Service URL

	170.154.xxx.xxx
	MACJISXXX
	http://170.154.xxx.xxx/CJISService
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